
 

 

 

 

This report identifies critical security gaps in the security strategy currently 

employed across the world’s largest enterprises. Seculert examined a subset of its 

installed base environments that included nearly 800,000 client devices, 

generating nearly 62 billion total communications emanating from Fortune 2000 

Companies in North America. 

 

Key findings include: 

 Of the 62 billion total communications observed, nearly 3 million 

attempted malicious outbound communications were from infected 

devices. 

 Three of the six gateways observed allowed 90+ percent of the infected 

devices to send communications to the malware’s perpetrators. 

 Roughly two percent of all devices analyzed were infected, and every 

environment had infected devices that were allowed to communicate out.  
 

 

Click here to get your copy of this report. 
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